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The eServices option in Nexsure provides users real-time inquiry capabilities within a carrier’s 
(or other third-party such as a MGA) secured Web site. This eliminates the need for the 
agency to log out of Nexsure or open another browser window to access the carrier’s site. 
Users will have access to the very latest information directly from the carrier’s Web site – the 
same information the underwriters see. Nexsure eServices can include direct links to such 
things as:

Billing Inquiry
Policy Inquiry
Claims Inquiry
Policy Documents

Automated login is also considered an eServices option. With automated login, another browser 
window is launched and the user is automatically logged into the carrier’s secured site and 
control is transferred to the carrier’s agent home page. From that point, the user can then 
navigate manually through the carrier site. Keep in mind that the active policy number from 
Nexsure is automatically copied to your PC clipboard when a carrier page is launched through 
Nexsure eServices. Therefore, when that policy number is needed, the user can just right 
mouse click on the policy number field in the carrier Web site and paste that policy number 
from the PC clipboard. There is no need to re-type that policy number.

The carrier information accessed through eServices will vary by carrier. Each employee of the 
agency, who has login rights to a carrier’s site, must have their login information entered in 
Nexsure to access eServices. In rare situations, where an employee may have more than one 
login to a carrier’s site, both should be entered in Nexsure. When an employee, with more 
than one login to a carrier’s Web site, activates eServices they will be prompted to select 
which login they would like to use upon entering the carrier’s site. 

Note: The eServices option is only available for in force business. It is not 
available for opportunities or marketing quotes.











Page 2 �0/2005 Issue �5

Tips and FacTs

Setting Up Additional Logins

Click the ORGANIZATION link on the Primary menu.

Click the Details  icon of the appropriate employee.

Click the employees tab.

Click the additional logins tab.
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Click the Add New link on the navigation toolbar.

Note: It doesn’t matter what level of the organization an employee’s additional 
login information is added to.

 

Note: If a user is unable to locate an eServices provider in the Additional Login 
Type menu for which they would like to have Nexsure eServices available, 
feel free to email Nexsure.Support@xdti.com with the request along with the 
URL link to the login page for that carrier/provider. Such requests will be 
evaluated and potentially queued for future Nexsure releases. Providers can 
include most any third-party secured Web site. If the login page does not 
contain a logo for the provider, please attach the logo to the email. Please 
indicate whether only automated login is desired or which other real-time 
inquiry functions are desired (billing inquiry, claims inquiry, policy inquiry, 
policy documents, etc...). If selected and deployed, this eService provider 
will appear in the additional login list for all Nexsure users (at all Nexsure 
agencies).

mailto:Nexsure.Support@xdti.com
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Select carrier/third-party eService provider from 
the Additional Login Type drop-down menu.

The Department ID is an optional third field 
used to collect any additional login information 
other than login id or password. (IE: department 
code, group id, producer code, etc.)

The required fields are the Login ID, 
Password and Confirm Password.

Note: It is necessary to 
overwrite the Nexsure default 
Login ID with the correct Login 
ID for that carrier Web site.



Complete the Description field, this field is optional.

Click Save to save the Additional login information. Click Cancel to abort.

Repeat the above steps to add the additional login information for all carriers for the 
employee.

Note: Users now have the capability to change their passwords from the 
primary eServices pop-up window. However, the first time that a particular 
eServices provider is added, that needs to be done from this organization 
menu. Users that do not have rights to the organization menu will need to 
request that eServices provider be added by their system administrator.
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Using eServices

Click the SEARCH link on the Primary menu.

Click the Details  icon of the appropriate client.

Click the POLICIES link in the Client menu.
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Option 1

Click the carrier’s name to launch eServices.

Option 2

Click the Details  icon of the policy.

Right mouse click on the Print option on the policy detail screen and select eServices.
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Option 3
Click on the carrier names in the various Home menus (Expirations/Claims/Edits/
Interface, etc).

The eServices pop-up window is displayed.

Note: The inquiry capabilities are dependent upon each individual carrier’s 
Web site.

Clicking on the [Auto-Login] option will take the user into the carriers’ 
site. The active policy number of the client is copied to the clipboard for 
easy access while browsing on the carrier’s Web site.
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The eService Provider is selected automatically based on the carrier name or 
NAIC code. To select a different eService provider for which an additional login has 
already been setup, just click on the drop-down box on the top of this window.

[Search Web] will initiate a Google 
search for the provider name.

[Update] will update the password 
for the eServices provider for the 
user. The user merely types in the 
new password over the hidden 
password shown and clicks the 
Update button. If the user wishes 
to update the Login they must 
also enter/re-enter the Password 
and then click the Update button. 
This feature allows users to update 
their eServices additional logins 
if they do not have access to the 
Nexsure Organization tab. 

The Policy No field displays the active policy number from Nexsure. The policy number 
is formatted based on the needs of the carrier Web site. The assumed policy number 
format for the carrier is usually derived from a sample downloaded policy number 
from that carrier, if available. If policy numbers in Nexsure contain prefixes that are 
not used on the carrier Web site, this is the where they can be corrected. Users may 
correct the formatting of the policy number here before clicking Auto-Login or any of 
the other links. The policy number can also be completely overwritten in this window, 
if the inquiry functions are needed for a policy other than the one active in Nexsure. 
The eServices pop-up window will not affect the policy numbers in Nexsure.

The policy Type (personal vs. commercial) selection will normally default to the correct 
policy type. In certain cases, especially when accessing eServices through the Home/
Interface menu, the policy type is not readily available to eServices. If the incorrect policy 
type is displayed, the user can then select the correct one. The policy formatting option 
will change to match the policy type.
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Other available options are listed under the eServices provider’s logo. Just click the link to 
access.

Note: If an additional login has been added for a carrier and the eServices 
window for the carrier doesn’t appear, double-check to see that the carrier’s 
NAIC code(s) are listed in the carrier setup record. If this is a carrier for 
which you are currently downloading, please check with your Nexsure system 
administrator before adding or changing NAIC codes. If Nexsure does not save 
the NAIC code, it is likely that NAIC code is already in use in your Nexsure 
database. In that case, check with your system administrator. If the provider 
does not have an NAIC, match the format of the name with the name listed in 
the Additional Login Type menu. If that is a problem, please notify Nexsure 
Support.

Note: Nexsure eServices are highly dependent upon the layout of carrier Web 
sites. Therefore, when carriers make changes to their Web sites, it is likely 
that eServices will stop prematurely. If the URL for the agent login page 
changes, eServices will not be functional until that URL is updated in a future 
Nexsure release. If the carrier keeps the login URL the same but changes 
the login page, it is possible that eServices will stop on that login page and 
possibly not fill in the username and/or password. These changes are rare 
but please report them promptly to Nexsure Support. 

If a link (billing inquiry, policy inquiry, etc.) does does not go as far as it 
went the day before or if it stops well before the described function, please 
report that to Nexsure Support as well. Your help on this matter is greatly 
appreciated. 
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General Setup Considerations

Since Nexsure eServices provide automated access to real-time inquiry information from 
various carrier Web sites, Windows security setup is very important. Please see Windows XP 
Service Pack 2 security settings for further information. For each carrier Web site, enter the 
domain (Hartford.com, Travelers.com, Safeco.com) as a Trusted Site. Do not be more specific 
as you will want Windows to trust all content coming from that carrier site. To configure these 
settings, launch Microsoft® Internet Explorer and follow the instructions below:

Go to the Tools menu.

Click on Internet Options.
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Go to the Security tab.

Click on Trusted sites.

Click on the Sites button.

For each carrier Web site, enter the domain 
(such as hartford.com) name. Do not be more 
specific as you will want Windows to trust all 
content coming from that carrier site. Be sure to 
include nexsure.com in the list of Web sites.

Click the Add button after each domain name and 
the domain will appear in the list of Web sites.

Click the OK button after adding all 
of the necessary domain names.
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Go to the Privacy tab.

If the Block pop-ups option is enabled, it 
is necessary to add nexsure.com and the 
carrier domains to the list of allowed sites.

Click the Settings button to add 
the necessary domain names.

For each carrier Web site, enter the domain 
(such as hartford.com) name. Do not be more 
specific as you will want Windows to allow all 
content coming from that carrier site. Be sure to 
include nexsure.com in the list of Web sites.

Click the Add button after each domain name and 
the domain will appear in the list of Allowed sites.

Click Close after adding all of the 
necessary domain names.

If these security settings are not enabled, it is likely that eServices will not be able to 
automatically launch any pop-up windows once inside the carrier site and the eService will 
not appear to be working. 


